Securing Data Networks and People

Presenter: Matt Bennett, Genetec

“Leveraging the Cloud for Hybrid Video Surveillance”

Matt is based in Seattle, WA and is the Western North America pre-sales engineer for Genetec (the world’s leader in unified video surveillance, access control, and license plate recognition). Matt works with Genetec’s system integrators, and end users and helps them to design complex, global security systems leveraging best of breed technology from a wide array of manufacturers. With over 7 years in the pre-sales engineering field, Matt has been providing unique solutions to customer issues in the fields of virtualization, cloud computing, backup and disaster recovery, business intelligence, and process improvement.

Presenter: Christopher Beier, IBM Trusteer

“Smarter Prevention Against Advanced Threats”

Christopher has 20 years in the security field across many functional roles at Symantec, McAfee and IBM. Christopher is currently head of Product Marketing at IBM/Trusteer.
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Presenter: **Scott Fairchild, Charter Business**

“Low Tech Threats in a High Tech Environment”

**Scott Fairchild** is a telecommunications veteran with nearly 20 years of experience in the industry. Over that span, he has led the development of Ethernet, Internet, VPN, and security and managed services for several Fortune 500 companies. For the past 5 years he has led networking, Internet and managed services product development for Charter Business (a division of Charter Communications) and has lead teams responsible for delivering innovative new products to the carrier, enterprise, government, healthcare and small business markets.

Presenter: **Eric Frazee, Manager of Enterprise Security**

“Protecting Your Sensitive Information in a Dangerous World Through Data Tagging, Redaction, and Enhanced Network Security and Awareness”

Eric was born and raised in Sioux Falls, SD. After graduating High School Eric attended the University of Montana and obtained a Bachelors of Business Administration emphasis Information Systems. After graduation Eric spent the 10 years working as a network engineer for Cisco Systems partners across the Pacific Northwest. Working on projects ranging from small businesses, to local, and state governments and nuclear power facilities. For the last two years Eric has been with Washington Corporations severing as Network Engineer and most recently Enterprise IT Security Manager.
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Presenter: Kevin B. McDonald Alvaka Networks

“Low Tech Threats in a High Tech Environment”

Kevin B. McDonald, CHPSE, President of Noloki Healthcare IT & Compliance, a division of Alvaka Networks. Since 1999 McDonald has been working in various capacities as a technology and security consultant. He has become a highly trusted technology and cyber security and public policy advisor to many of America's most influential organizations and individuals. Kevin is a Certified HIPAA Privacy and Security Expert. He has been the appointed Chairman of the Orange County Sheriff/Coroner's Technology Advisory Council (T.A.C) since 2009. He is a member of the US Secrets Service’s Los Angeles Electronic Crime Task Force (LAECTF) and the High Tech Crimes Consortium (HTCC). Noloki and McDonald support organizations and businesses on issues surrounding advanced integrated technologies that improve data liquidity, personal, physical and logical security, regulatory compliance, and organizational development. Kevin has written for and been interviewed in dozens of national and regional publications, and other media outlets.

Presenter: Karen Palmer, COO & Director of Operations and Forensics

“Protecting Your Sensitive Information in a Dangerous World Through Data Tagging, Redaction, and Enhanced Network Security and Awareness”

Karen Palmer is the Director of Operations at LMG Security. She has over 20 years of experience in information technology, most recently serving as Director of Technology for Billings Public Schools, where she was responsible for securing and supporting 18,000 users, 8,500 computers, 5,000 mobile devices, 2,000 telephones, 50 miles of network, and one very temperamental vending machine. A true geek, she considers "digital forensics" a perfectly acceptable answer to the question, “But what do you do for fun?” Karen is President and a founding member of the Montana High Tech Crime Investigation Association (HTCIA) and is CompTIA A+ certified.
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Presenter: Chris Schrichte, President and CEO

“Protecting Your Sensitive Information in a Dangerous World Through Data Tagging, Redaction, and Enhanced Network Security and Awareness”

Chris Schrichte is the President and CEO of TeraDact Solutions, Inc. and is an inventor of several of TeraDact's patents. Chris is also one of the founding members of NewMarket, the principal investor in TeraDact. Prior to founding NewMarket in 1998, Chris was a Senior Vice President in Prudential Securities' Investment Banking Group. While at Prudential, Chris was a member of the President's Council in 1995 and the Chairman's Council in 1996 and 1997. Prior to Prudential, Chris held similar positions with Smith Barney and Alex Brown & Sons. Chris Schrichte is a graduate of the Virginia Military Institute and earned an MBA from Duke University's JB Fuqua School of Business.

Presenter: Thomas G. Trobridge (Tom), Chief Operating Officer

“Protecting Your Sensitive Information in a Dangerous World Through Data Tagging, Redaction, and Enhanced Network Security and Awareness”

Tom retired from the U.S. Army as a Colonel after serving over 24 years as a Signal Officer. He worked in a variety of leadership and staff positions with responsibility for providing electronic communications and information technology services to some of the nation’s most elite special military units including Special Forces, Ranger and the Joint Special Operations Command. He has been involved in conducting numerous operations supporting vital national security objectives. Tom was also responsible for the rapid development and implementation of highly innovative information technology equipment and operational procedures that produced distinct advantages to the operators from the community of users he supported. Most recently, Tom served as the Chief Information Officer and Director of Information Technology Services for the City of Alexandria, Virginia. Under his leadership, the City received national recognition for their infrastructure modernization and innovative IT initiatives. Tom is a graduate of Virginia Military Institute and holds a Master of Science degrees from Syracuse University and the National Defense University, Eisenhower School (Industrial College of the Armed Forces). Tom holds certificates as a Chief Information Officer in Federal Executive Competencies and as a Department of Defense Chief Information Officer.
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Presenter: Jimmy Weg, Department of Justice

“Montana Forensics”

After graduating from Fairleigh Dickinson University, I was a senior examiner for the National Association of Securities Dealers in New York City. Thereafter, I was Chief of Enforcement for the Montana Securities Department, where I established and headed the agency’s law enforcement efforts against securities fraud. In 1996, I became the first Supervising Agent of the Medicaid Fraud Control Unit of the Montana Division of Criminal Investigation (DCI), Department of Justice. I formed the DCI Computer Crime Unit in November 2000, and serve as Agent in Charge. I conduct and supervise computer forensics for state, local, and federal agencies, and I’m a Certified Forensic Computer Examiner (CFCE). I also serve as a peace officer for the state of Montana. I’ve received hundreds of hours of training in computer forensics and computer crime and have conducted more than 1,000 forensic examinations. I publish a web log that teaches the use of virtualization in computer forensics and have subscribers worldwide. I’ve testified as an expert in computer forensics in state and federal courts throughout Montana.

Jeffrey H. Wright

“Cyber Exercises 101” & Montana “OpDigitalTreasure”

Over the past 12 years, Jeff Wright has been instrumental in major cyber efforts at the Department of Homeland Security (DHS) and the Department of Defense (DoD). At DHS, he was the first Cyber Exercise Program Director for the Office of Cybersecurity and Communications and the architect for the National Cyber Exercise series Cyber Storm, a ground breaking effort to bring together all levels of government and the private sector to exercise cyber incident response across the entire cyber community. His work in cyber exercises includes extensive collaboration with interagency groups, federal departments, state and local governments, international partners and the private sector. Mr. Wright is currently the lead exercise planner for DHS US-CERT. Prior to joining DHS, he supported DoD's International Information Assurance Program focusing on international cyber policy, cyber exercises, and real-time 24/7 operational coordination and intelligence exchange with allied military CERTs. Other prior work included Manager, Cyber Test and
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Analysis Division with Dynetics, Inc., providing vulnerability assessments, penetration testing, and software security testing for government clients.

Mr. Wright holds an MPA from Cornell University, a Certificate in Business Administration from the University of Notre Dame, and a BA from Davidson College. He is a Certified Information Systems Security Professional (CISSP) and holds a Master Exercise Practitioner (MEP) certificate from the DHS Emergency Management Institute. Mr. Wright also was a contributing subject matter expert to the CSIS Cybersecurity Commission report “Securing Cyberspace for the 44th Presidency” in 2008 as well as National Institute of Standards and Technology (NIST) Special Publication 800-84, “Guide to Test, Training, and Exercise Programs for IT Plans and Capabilities” from the in 2006.